	Dear ANUJ,

We thank you for your relationship with GESTURE  – web services and solutions provider. It is our privilege to have you as our valued customer.

With reference to your order for Hosting Services, we are pleased to inform you that your request has been processed successfully and Hosting space has been activated. Kindly note the details of your FTP account to upload your data.

FTP Server Name

 Shantiindia.org
Server IP address
91.186.30.8
FTP User Name

shantiindia
FTP password

ANUJ123
(We recommend that you change the Password frequently to prevent any unauthorized access to your web space.).

How to Make your Hosting Live 

1. Download any FTP client like Filezilla (http://filezilla-project.org/Use), Cuteftp or any other favorite ftp client and connect to the server using FTP Username and Password given above. [image: image1.png]



2. Upload your content using FTP server IP address or your domain name (after step 5) and verify your content by reconnecting. 

3. If you are using a database, upload your database with the help of tools described below. 

4. Make sure your Homepage is default.aspx or default.html incase of .NET Windows hosting and index.php or index.html incase of Linux PHP hosting. If you are using a different startup page then your can rename it as above. 

5. To activate your hosting - if your Name Server is with gesture , login with your user id  & password and go to your control panel to change the A Record(mentioned as server Ip address as above). 

Important Information For Hosting. 
1. Please do not share or store your FTP password in FTP clients. Hackers could steal the password from your ftp client and can take full control of your website.
2. If you are using a third party application such as phpforum, phpnuke, dotnetnuke you must update your software  as soon as  any security patches or updates are released by that vendor
3. You must scan your files at your end before uploading. Any file found to have been virus infected would quarantine at server end, so you will need to upload the clean file all over again.
4. You must scan your website for any security vulnerability assessment  for any kind of  SQL or Java script injection loop holes in your code. Hackers can use these vulnerabilities and insert malicious code into your code or database and steal information from your site. You can see your website visitor reports via http://***domain***/usage
For more details visit www.gesture.co.in


